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ABSTRACT

Insider threat, which can lead to unacceptable losses, is a widespread and significant security concern,
making its detection essential. Although recent machine-learning-based insider-threat detection
(ITD) techniques have shown encouraging results, their progress is limited by a persistent bottleneck
involving the scarcity of high-quality data. The paradox is that enterprise internal data is highly
sensitive and typically inaccessible, while public datasets are either limited in real-world coverage or,
in the case of synthetic data, lack rich semantic information and realistic behavioral patterns. As a
result, there is a crucial need for the construction of real-world insider threat datasets.
To address this challenge, we propose Chimera, the first large language model (LLM)-based multi-
agent framework to automatically simulate both benign and malicious insider activities, as well as
collect logs across diverse enterprise environments. Based on analysis of organizational composition
and structural characteristics of the organization, Chimera customizes each LLM agent to represent
an individual employee by detailed role modeling and couples with modules of group meetings,
pairwise interactions, and self-organized scheduling. In this way, Chimera can accurately reflect
the complexities of real-world enterprise operations. The current version of Chimera consists of 15
distinct types of manually abstracted insider attacks, such as intellectual property theft and system
sabotage. Using Chimera, we simulate the benign and attack activities across three typical data-
sensitive organizational scenarios, including technology company, finance corporation, and medical
institution, and generate a new dataset named ChimeraLog to facilitate the development of machine
learning-based ITD methods.
To evaluate the quality and authenticity of ChimeraLog, we conduct comprehensive human studies
and quantitative analyses. The results demonstrate both the diversity and realism of the dataset.
Further expert analysis highlights the presence of realistic threat patterns as well as explainable
activity traces. In addition, we evaluate the effectiveness of existing insider threat detection methods
on ChimeraLog. The average F1-score achieved is 0.83, which is notably lower than the score
of 0.99 observed on the baseline dataset CERT, thereby illustrating the greater difficulty posed by
ChimeraLog for threat detection tasks.
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1 Introduction

Insider threats, defined as security incidents that originate within an organization, have emerged as a critical concern in
modern enterprise environments. Recent studies indicate that more than 50% of organizations have experienced insider
incidents, with 29% incurring remediation costs exceeding $1 million Systems [2025], Gurucul [2024]. Compounding
this challenge, insider attacks are exceptionally difficult to detect as they are perpetrated by trusted individuals
possessing legitimate access to organizational systems. These malicious activities span various forms, including
horizontal propagation such as lateral movement within internal networks, unauthorized data exfiltration, IT sabotage,
fraud, and espionage, as well as vertical escalation such as privilege escalation PurpleSec [2025]. Prominent cases
that illustrate these threats include incidents involving Edward Snowden’s data exfiltration at the NSA Harding [2014],
the sabotage of IT systems at Tesla by an employee in 2018, and the Capital One data breach caused by insider
exploitation of privilege-escalation vulnerabilities Agnihotri and Bhattacharya [2024], Novaes Neto et al. [2020].
Traditional security defenses struggle to detect insider threats due to their legitimate access privileges and the subtlety
of malicious activities Schoenherr and Thomson [2020], Al-Mhiqani et al. [2020]. Inadequate security infrastructure
further exacerbates the insider threat landscape. Recent reports Gurucul [2024], Six [2025] revealed that only 36% of
organizations have implemented comprehensive monitoring systems to proactively detect insider activity, highlighting
significant gaps in current insider threat defenses.

To address insider threats, multiple insider threat detection (ITD) methods have been proposed to analyze internal
activity logs, such as user login information and employee email communications, within organizational systems He
et al. [2024a], Hong et al. [2022], Kotb et al. [2025]. Among these methods, rule-based solutions typically demand
extensive manual effort to define detection rules and to collect reference data tailored to the systems under protection.
Such approaches tend to be ad hoc, restricted for internal use because of privacy considerations, and vulnerable to
high false alarm rates when the underlying systems evolve Gurucul [2024], Erola et al. [2022]. Consequently, frequent
manual updates are necessary, making rule-based methods costly and difficult to generalize.

On the other hand, although machine-learning-based ITD methods have demonstrated promising detection perfor-
mance Janjua et al. [2020], Hong et al. [2022], Kotb et al. [2025], these approaches require large-scale, high-quality,
and precisely labeled datasets to train models capable of differentiating subtle threat behaviors from legitimate activities.
However, obtaining adequate datasets for effective model training remains a significant practical challenge.

Specifically, the challenges associated with the lack of high-quality ITD datasets are fourfold:

• Privacy Constraints. Insider activities typically involve sensitive and proprietary organizational data, making
it difficult to share such information externally for analysis.

• Unrealistic Data. Publicly available ITD datasets, such as the CERT insider threat dataset Glasser and Lindauer
[2013], are generally synthetic and lack semantic richness. Both benign organizational behaviors and threat
scenarios are artificially designed rather than derived from authentic interactions within real organizations Yuan
and Wu [2021], Lindauer et al. [2014]. These synthetic datasets also commonly omit critical system-level log
modalities found in practical environments, such as network traffic and system call logs, limiting their utility
and realism for practical scenarios.

• High Cost. Due to the sheer volume and complexity of internal activity logs, collecting and labeling datasets
from real-world environments can be prohibitively costly. This cost increases substantially as systems evolve
rapidly, as commonly observed in modern software development practices, and as organizations scale and their
user base expands. For instance, large enterprises routinely generate millions of log entries per day, leading to
exponential increases in labeling and maintenance expenses as the organization grows Gurucul [2024], Yu et al.
[2025]. Although datasets such as TWOS (The Wolf of SUTD) Harilal et al. [2017] attempt to address these
concerns by collecting data from human activities within realistic, yet controlled environments, their small
scale, consisting of only six student teams, and narrow scenario coverage significantly restrict their broader
applicability.

• Lack of Adaptability. The frequent updating of enterprise systems results in significant distribution shifts in
log data Han et al. [2023], Yu et al. [2025], which can adversely affect the performance of ITD models trained
on outdated datasets. Additionally, insider threat scenarios represented in existing datasets often appear ad
hoc, applicable only within specific system configurations. Therefore, datasets must be regularly updated and
maintained, which increases cost and operational complexity.

Motivation. The aforementioned challenges significantly restrict the preparation of high-quality datasets for ITD,
consequently hindering the research and development of effective ITD methods. In the absence of realistic and
representative data, ITD approaches frequently experience high false-positive rates and exhibit limited generalization
ability when deployed across diverse operational environments. Therefore, there is an urgent need for novel automated
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approaches capable of generating representative, high-fidelity insider threat datasets without incurring excessive costs
or compromising privacy.
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Figure 1: Automation of insider threat simulation.

To effectively support practical security practices, an automated ITD data generation framework, as illustrated in
Figure 1, should ideally incorporate the following key attributes: (1) flexible scenario simulations tailored to domain-
specific software and communication protocols; (2) realistic simulation of benign user activities that accurately represent
genuine organizational behavior; (3) adaptive threat simulation capable of replicating diverse internal attack behaviors
originating from insider threats; and (4) comprehensive log collection mechanisms capable of producing instrumented
and labeled logs, thus minimizing reliance on manual annotation efforts.

Having witnessed the success of LLM and LLM-based agents, which can be utilized to simulate human behaviors
across a variety of domains, such as software development He et al. [2024b], Jin et al. [2024], event planning Hong
et al. [2023], Park et al. [2023], and society modeling Lin et al., Xie et al. [2024]. In this work, we propose Chimera,
the first LLM-based multi-agent framework specifically designed for generalized insider threat simulation. Chimera
constructs adaptive enterprise societies to realistically model insider threat scenarios and collect high-fidelity log data in
a fully automated and flexible manner. At its core, Chimera utilizes LLM-based agents to simulate enterprise activities,
where each agent represents a distinct organizational member endowed with an individual working role, a personality,
and a defined set of responsibilities within the company.

To achieve realistic simulations of both benign user behaviors and insider threat activities, Chimera incorporates
specialized features tailored specifically for insider scenario simulation. These include: (1) a multi-stage task specifica-
tion workflow that allows agents to organize and prioritize daily responsibilities; (2) reflective memory capabilities
enabling agents to recall and reference past daily activities, thereby maintaining consistent behaviors over time; and (3)
unrestricted and context-rich communication among agents, facilitating realistic interactions and coordination.

Through a carefully structured workflow, given a scenario, Chimera either automatically generates organizational
structures, employee roles, and individual personalities or accepts user-provided input. Each agent then independently
plans and executes semantically meaningful and contextually coherent daily activities, such as attending group meetings,
emailing colleagues, and engaging in document or code creation. To realistically simulate insider attacks, Chimera
integrates dedicated attacker agents following penetration testing paradigms. These malicious agents simulate insider
attackers who launch threats while simultaneously maintaining their routine work duties to avoid detection. All attacks
are guided by abstracted attack specifications, enabling malicious agents to adaptively apply specific attack techniques
relevant to the simulated organizational context and scenarios.

We deploy Chimera in three representative, data-sensitive enterprise scenarios, namely, technology companies, financial
corporations, and medical institutions, to realistically simulate the activities of a 20-person organization. In our
simulation, we consider 15 insider threat scenarios from diverse perspectives, adaptively applying them across each
enterprise environment. Over a one-month simulation period, we collect a dataset named ChimeraLog, comprising
approximately 20 billion normal log entries and 5 billion attack log entries. ChimeraLog includes six distinct log
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modalities. Four modalities pertain to application-level logs, specifically login information, email communications,
web browsing history, and file operation records. Two modalities cover system-level logs, namely network traffic and
system logs. To the best of our knowledge, ChimeraLog represents the largest and most diverse ITD dataset available to
date, in terms of dataset size, variety of log modalities, and breadth of attack scenarios.

We first perform a comprehensive evaluation comprising quantitative analyses and human studies to assess the quality
of ChimeraLog. This evaluation rigorously assesses the dataset quality in terms of realism and the effectiveness of
Chimera in simulating authentic insider threat scenarios. Additionally, we conduct benchmarking analyses on existing
ITD methods to evaluate their detection performance, investigating both the challenge presented by ChimeraLog and
the generalization capability of these ITD approaches across diverse scenarios and distributional shifts. We observe
that all existing ITD methods suffer significantly under distribution shifts, highlighting the necessity for automated
simulation frameworks like Chimera. Meanwhile, we find that ChimeraLog is more challenging for ITD, and models
trained on ChimeraLog exhibit stronger generalization than existing datasets.

Contributions. We summarize our contributions as follows:

• We design and develop a novel LLM-based multi-agent framework, named Chimera, to simulate the user behavior
of enterprise employees and insider threats. Chimera supports diverse enterprise scenarios and roles, enabling the
generation of realistic and diverse log events without the need for manual behavior scripting.

• Based on Chimera, we construct a new dataset named ChimeraLog that significantly outperforms existing datasets
in both realism and complexity. ChimeraLog covers 15 distinct insider attack scenarios derived from real-world
cases, encompassing six log modalities and contains 25 billion log entries, representing 160 hours of recording with
fine-grained labels.

• We conduct an extensive evaluation to measure the quality of ChimeraLog and the effectiveness of ITD methods on
ChimeraLog. The results of human studies show that ChimeraLog is consistently rated as more realistic and plausible,
which is similar to the real-world dataset TWOS.

• We share promising insights gained from the deployment of Chimera in real-world environments. Our findings
highlight the potential of leveraging LLM-based multi-agent frameworks for fully automated applications in software
engineering and security domains.

2 Background and Related Works

In this section, we first introduce the threat model of ITD and then summarize the background and related works with
respect to existing approaches for ITD and applications of LLM-based MAS.

2.1 Threat Model

System Model. We consider the simulation of the enterprise environment where employees operate within defined
organizational roles (e.g., developers, analysts, administrators). In Chimera, each employee is represented by an
LLM-powered agent, instantiated within an isolated virtual environment (i.e., a Docker container) and subject to
role-based access control (RBAC) policies. This design ensures that agents’ behaviors are both individualized and
governed by realistic organizational boundaries. For example, developers are prevented from accessing sensitive
financial or medical data unless explicitly authorized. To enable comprehensive activity monitoring, Chimera captures
logs from six complementary modalities. Four correspond to application-layer behaviors, including login records,
email communications, web browsing history, and file operations. The remaining two focus on system-level activities:
network traffic (captured via packet inspection) and system calls (traced at the container level). These multi-modal logs
provide a rich context for analyzing both normal workflows and malicious behaviors. Additionally, Chimera simulates
essential organizational dynamics such as daily task scheduling, collaborative meetings, and peer-to-peer interactions
among agents. These features are critical to preserving temporal and semantic consistency in the generated data, thereby
improving the realism of both benign and adversarial behaviors.

Attacker Capabilities and Assumptions. As shown in Table 1, Chimera assumes the presence of insider threats
arising from three attacker archetypes, each reflecting a distinct level of intent, access, and potential damage. These
threat actors are explicitly modeled within the simulation framework to emulate realistic and context-aware adversarial
behaviors.

• Malicious insiders are legitimate employees who intentionally abuse their authorized access to harm the
organization. Their objectives may include intellectual property theft, financial fraud, or operational sabotage.
They often leverage their contextual knowledge of internal workflows and privileges to escalate access,
exfiltrate data covertly, or manipulate systems while maintaining the appearance of normal behavior.
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• Masqueraders are external adversaries who gain unauthorized access by compromising internal credentials,
commonly via phishing or credential leakage. Although they lack long-term familiarity with the environment,
they can impersonate employees to steal sensitive information, disrupt services, or act as covert conduits for
third-party infiltration. Their success often depends on mimicking typical usage patterns to evade detection
mechanisms.

• Unintentional insiders are well-meaning employees whose negligent actions, such as misconfigurations, weak
passwords, or falling victim to phishing, lead to unintended security breaches. While lacking malicious intent,
they may still cause significant damage, including inadvertent data exposure or the unintentional escalation of
adversarial access.

Moreover, in real-world cases U.S. Department of Justice [2025], Wilkens et al. [2021], most insider attack incidents
involve multiple combined attack stages, and certain attacks may involve long incubation periods during which malicious
activities remain undetected, effectively catching system maintainers off guard. Therefore, we include three hybrid
attacks based on real-world impactful insider threat cases Tavani and Grodzinsky [2014], DepartmentofJustice [2003],
U.S. Department of Justice [2020] for analysis. In this way, we aim to challenge ITD systems in realistic and complex
ways. For example, a single scenario might involve an insider who gradually escalates privileges through exploitation,
and later, as an administrator, exfiltrates sensitive data. Such behavior would be reflected in activity logs that appear
consistent with normal administrative actions, except for subtle anomalies, thus requiring advanced detection methods
to identify threats.

These attacker models are incorporated into the simulation of Chimera via adversarial agent roles. Each type introduces
varying levels of stealth, knowledge, and behavioral deviation, thereby enabling a comprehensive evaluation of insider
threat detection methods under realistic operational assumptions.

Trust Relationships. Our threat model assumes that the underlying infrastructure, such as the host operating systems,
containerization platform, and logging mechanisms, is fully trusted and uncompromised. These components serve
solely as a reliable substrate for executing simulation logic and capturing behavioral traces without interference or
tampering. In contrast, all LLM agents representing employees are considered untrusted, including those modeling
malicious or colluding insiders. These agents may attempt to exploit system permissions, circumvent access controls, or
inject adversarial behavior into collaborative workflows. Notably, even agents simulating benign employees may act as
inadvertent threat vectors by processing adversarial content, such as phishing emails or misleading peer communications.
To preserve the realism and integrity of enterprise operations, Chimera enforces configurable RBAC policies that
constrain each agent’s access to organizational resources.

2.2 Insider Threat Detection

Insider threats typically refer to security risks that originate within the trusted boundary of an organization Homoliak
et al. [2019]. Insiders have intimate knowledge of the organization’s systems and normal procedures, which can
enable them to carry out malicious activities in ways that are difficult to distinguish from routine actions. Previous
work Homoliak et al. [2019], Mazzarolo and Jurcut [2019] categorizes insider threats into broad types based on the
perpetrator’s relationship to the organization and intent. For example, insiders can be divided into masqueraders
and traitors. A masquerader is an outside actor or unauthorized user who manages to gain insider credentials and
impersonate a legitimate user, while a traitor is one who abuses his or her privileges to perform malicious acts. In our
work, we consider both types of attackers but include unintentional insiders, who inadvertently cause harm without
malicious intent.

Table 1: Comparison of ITD Datasets.

Dataset Application Logs Network Traffic System Logs Personality Log Size Attack Types

CERT r6.2 Glasser and Lindauer [2013] ✓ ✓

TWOS Harilal et al. [2017] ✓ ✓ ✓

CIC-IDS 2017/2018 Sharafaldin et al. [2018] ✓

LANL 2017 ken [2017] ✓ ✓

WUIL Camina et al. [2014] ✓ ✓

CPTC 2018 cpt [2018] ✓ ✓

OpTC opt [2020] ✓ ✓ ✓

Chimera (Ours) ✓ ✓ ✓ ✓
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Existing ITD Datasets. Due to privacy and legal constraints, internal enterprise activity data is rarely released publicly.
Consequently, most existing ITD datasets are either synthetically generated Glasser and Lindauer [2013], Sharafaldin
et al. [2018] or collected through controlled environments with limited realism Harilal et al. [2017]. Table 1 compares
representative ITD datasets across several key dimensions. Specifically, CERT Glasser and Lindauer [2013] is one of
the most widely used synthetic ITD datasets. It includes application-layer logs such as logon records, file accesses,
and email communications, generated for over 100 simulated users over several months. However, the log data lacks
semantic information, and its behaviors are rule-based and repetitive, which limits realism. TWOS Harilal et al. [2017]
captures human-generated activity from a controlled five-day red-team/blue-team competition involving university
students. While its logs exhibit greater behavioral authenticity, TWOS is constrained in both scope and scale. CIC-IDS
2017/2018 Sharafaldin et al. [2018] focuses on external intrusion detection rather than insider threats. It simulates
network traffic using predefined benign profiles and inserts attacks such as DDoS, brute-force, and botnets. However, it
lacks application-level logs and any notion of user roles or personalities. LANL 2017 ken [2017] provides a rich set of
real internal authentication and network flow logs over 58 days. Despite its scale and realism, it only covers identity
management and system-level behaviors, with no application semantics or attack annotations. WUIL Camina et al.
[2014] (Windows User Interaction Logs) consists of real Windows GUI usage traces (e.g., mouse events, file access,
registry changes). It reflects fine-grained user activity but lacks labeled threat behaviors. CPTC 2018 cpt [2018] captures
red-team/blue-team activity from a collegiate penetration testing competition. While it contains real attacker actions
and offers some application and network logs, the data is noisy, fragmented, and lacks continuity of benign behavioral
patterns. OpTC opt [2020] is a DARPA-backed dataset collected from simulated real-world enterprise environments
with embedded red team attacks. It includes comprehensive logs across multiple modalities and timeframes, but still
lacks semantic realism in user behaviors.

ITD Methods. Existing work has been proposed using different machine learning-based methods to detect insider
threats in large organizations. Early approaches applied traditional classifiers on engineered features from system logs.
For example, Support Vector Machine (SVM) Janjua et al. [2020] classifiers have been trained on user activity statistics
to distinguish benign from malicious profiles. These methods can achieve very high accuracy on balanced datasets, and
they benefit from interpretability and strong performance with limited data.

Deep neural networks have also been adopted. Convolutional Neural Networks (CNNs) Hong et al. [2022] have
been applied by converting user behavior sequences into “image-like” matrices and using convolution and pooling
to extract spatiotemporal features. Graph-based models, such as Graph Convolutional Networks (GCNs) Hong et al.
[2022], treat an organization’s user interactions as a graph, propagating each user’s profile and activity features along
edges to capture relational and community structure. In recent years, hybrid deep models have emerged. For example,
Deep Synthesis-based Insider Intrusion Detection (DS-IID) model Kotb et al. [2025] uses deep feature synthesis to
automatically generate rich user profiles from event logs, and then applies a binary deep learning classifier to detect
insiders.

Recently, the introduction of large language models (LLMs) has brought new opportunities for log-based insider
threat detection. Audit-LLM Song et al. [2024] proposes a multi-agent collaboration framework, where different
LLM agents are assigned specialized roles to jointly analyze large-scale organizational logs. Similarly, LogGPT Qi
et al. [2023] leverages the powerful language modeling capability of LLMs to process log sequences as natural
language, demonstrating strong performance in anomaly detection tasks under zero-shot settings. RedChronos Li
et al. [2025] introduces a production-level LLM-based log analysis system, incorporating query-aware voting and
semantic-expansion algorithms to enhance detection accuracy and automation in real-world SOC operations.

2.3 LLM-Based Multi-Agent Systems

Multi-agent systems have emerged as a transformative paradigm in both cybersecurity and software engineering,
offering decentralized, collaborative, and adaptive solutions to complex challenges. Comprising multiple autonomous
agents that interact within shared simulated environments, MAS enable scalable and resilient architectures capable
of handling tasks that are difficult for monolithic systems to manage effectively. Established frameworks such as
Camel Li et al. [2023], AutoGen Wu et al. [2023], and MetaGPT Hong et al. [2023] exemplify this trend. More recent
open-source and simulation-focused systems like AgentSims Lin et al. provide GUI-driven sandboxes for evaluating
LLM agents in custom social and planning tasks, while Alympics Mao et al. [2023] applies game-theoretic settings
to probe strategic decision-making by LLM agents. Specialized simulation platforms such as BotSim Qiao et al.
[2025] model malicious social botnets using LLM-powered bots to emulate coordinated misinformation campaigns,
and social-network simulation systems with LLM-empowered agents explore emergent social behavior in networked
settings. MAS can also realistically simulate human user behavior for evaluation and modeling Wang et al. [2025]. In
medical domains, MedSentry Chen et al. [2025] explores safety vulnerabilities in LLM-based multi-agent architectures
under adversarial prompts. However, no prior work has applied MAS in simulating enterprise insider threats.
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Figure 2: The workflow of Chimera for automated insider threat simulation.

3 Design of Chimera

3.1 Overview

The purpose of Chimera is to use LLM-based multi-agents to simulate the operations of an organization, such as the
activities of the employees of a software development company, where each agent models an employee. To achieve
this, as illustrated in Figure 2, Chimera operates through three key phases: Organization Profiling, Agent Society
Construction, and Threat Scenario Simulation.

Algorithm 1 outlines the detailed procedure for the threat simulation of Chimera and corresponding log collection.
Specifically, ❶ Given the type (e.g., game company) and the overall goal (e.g., develop a game software) of the
organization, Chimera can accept the user provided profile of the organization as the framework input or automatically
generate this profile (Line 1-2), including the application systems deployed, the number of employees, and the
roles assigned to each employee in the organization under simulation (OUS). ❷ Next, Chimera constructs an agent
society (Line 4-12) in which each agent is personalized according to the roles and characteristics of OUS employees,
including adversarial insiders with specific attack objectives. ❸ Finally, Chimera simulates organizational activities,
including the insider threat scenarios. For each simulated day, benign agents generate detailed schedules based on
their daily objectives (Lines 14–15). Meanwhile, attacker agents adjust their schedules to account for malicious
objectives (Lines 16–17). After schedule generation, all agents collaborate toward organizational goals, such as software
development, while attacker agents conduct covert adversarial actions alongside their legitimate tasks. Throughout the
simulation, comprehensive logs are collected for all agent actions, capturing both application-level activities (such as
email communication and login information) and system-level events (network traffic and system logs).

3.2 Organization Profiling

To realistically simulate organizational operations, the first step involves acquiring both the organizational structure
and system settings. The organizational structure encompasses the number of employees, the primary business
objective (e.g., a game company developing a new game, a financial corporation preparing a hedge-fund project), and
the roles of each employee. The organizational goal directly affects application-level logging behaviors and shapes the
semantic content of log entries. System settings are equally important and include the operating systems used by the
organization, as well as applications deployed on organizational servers (e.g., Office Automation (OA) systems, and
domain-specific software, such as internal Git services). Differences in system configurations, even software versioning,
can substantially alter the resulting system-level logs Dragoi et al. [2022], Yu et al. [2025]. Thus, faithful simulation
requires adherence to the actual system settings of the target OUS.

Since large corporations often deploy legacy software for compatibility, which may keep the potential vulnerabilities
with fixes, such system configuration details are not always available (e.g., due to privacy concerns). Therefore, Chimera
supports two modes: 1) automatically synthesizes organizational profiles by Chimera itself, and 2) accepts and employs
users’ pre-defined organizational profiles. To ensure realistic simulations, Chimera can construct organizational settings
grounded in established models of multi-agent coordination following previous works Hong et al. [2023] and scale the
number of employees to align with the intended organizational goals.
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Algorithm 1: Workflow of CHIMERA

Input: OrgProfile: (i) (Mandatory) organization goal and system setting G, (ii) simulation date D, (iii) employee
profiles E , (iv) attack profile P

Output: Application / system-level logs L.
// Phase 1: Organisation Profiling

1 if ISMISSING(OrgProfile) then
2 OrgProfile← GENERATEORGPROFILE_LLM(G);
3 SETUPSYSTEMENV(OrgProfile);
// Phase 2: Agent Society Construction

4 A← ∅ ; // Initialize agents
5 ;
6 foreach employee e ∈ OrgProfile.employees do
7 a← CREATEAGENTBUNDLE(e);
8 ASSIGNPROFILE(a, E);
9 EQUIPTOOLS(a, {terminal, browser, file-ops});

10 if e ∈ P then
11 ASSIGNATTACKOBJECTIVE(a, P));
12 a.e← e;
13 A← A ∪ {a};

// Phase 3: Threat Scenario Simulation
14 for day = 1 to D do // day-level time loop
15 foreach agent a ∈ A do
16 GENERATEDAILYSCHEDULE(a, day);
17 if a.e ∈ P then
18 UPDATEATTACKSCHEDULE(a, day, P));
19 foreach timeslot t on day do
20 foreach agent a ∈ A parallel do
21 EXECUTETASKSORATTACK(a, t);
22 UPDATESCHEDULESAFTERCOMMS(A, t);

// Phase 4: Unified Logging
23 L ← CollectLogs(P);
24 return ⟨L,P⟩;

3.3 Agent Society Construction

With the organizational config and environment established, Chimera proceeds to generate an LLM agent society,
which aims to represent each employee in the organization with an LLM agent. Building on prior works Li et al.
[2023], Yang et al. [2024], we employ multiple LLM agents per employee and form an “agent bundle" for greater
behavioral realism. Each agent bundle comprises multiple functional LLM agents equipped with specialized tools,
including a user agent (responsible for task distribution and planning), and an assistant agent (responsible for providing
solutions and using tools such as a terminal execution tool, browser search tool, and file operation tool). These tools are
pre-defined with fine-grained prompts from the reference of existing open-sourced tools (e.g., Camel Li et al. [2023])
to ensure robust, accurate tool usage, enabling LLM agents to interact with the system environment much like real
employees in industrial scenarios. Chimera supplies each agent bundle with key employee information extracted
from the configuration file provided by the user (e.g., name, role) and system identifiers retrieved through real-world
systems (e.g., container ID, IP address), assembling a unified employee profile as exampled in the Figure 3. To simulate
malicious behavior, Chimera identifies certain agents as insiders who will execute threats in the system. These adversary
agents are assigned specific objectives and plan their attacks while still performing routine duties for a more challenging
yet realistic setting in the real-world scenarios.

3.4 Threat Scenario Simulation

Once the system environment and agent society are prepared, Chimera simulates realistic organizational operations. To
achieve this, each employee agent has a well-defined action space, such as participating in group meetings for planning,
creating daily task schedules, and executing tasks to achieve organizational goals. By default, the access-control model
of Chimera restricts employees from accessing others’ data unless explicitly permitted, echoing practical permission
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Figure 3: Example of employee profile.

boundaries (e.g., as in the CERT dataset). Each employee is provisioned with a dedicated Docker container, ensuring
individualized system environments.

For benign employees, on each day, they will create a daily schedule following the example format shown in 2. Then,
employees will perform tasks based on the schedule. When there is communication between employees, the schedule
after the current time will be updated in response to the discussion results. During each simulation date, benign agents
generate daily schedules and execute tasks as scheduled. Besides, if agents communicate with each other, future
schedules are dynamically updated based on interaction outcomes. The simulation continues until all tasks have been
completed. Similarly, for adversarial employees, Chimera seamlessly embeds attack activities within their regular daily
routines, allowing malicious actions to be concealed among legitimate work tasks. Each attack scenario is instantiated
according to real-world adversarial tactics, techniques, and procedures (see Section 2.2 for details). After analyzing
the target employee’s overall schedule, Chimera identifies the most opportune timing for attack execution within the
simulation period. The agent’s schedule is updated to reflect the specific attack objectives and intent, ensuring that
simulated attacks are contextually realistic. Throughout the simulation, all attack logs are automatically labeled, as
malicious activities are pre-defined and scheduled by attacker agents with explicit adversarial intent. This labeling
process ensures both the convenience and the high quality of the collected log data, supporting downstream research
and evaluation tasks.
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3.5 Log Collection

High-quality logs are crucial to developing machine learning-based ITD methods. However, unified logging across
diverse system configurations is challenging, as different organizations adopt varied software stacks and log formats.
Chimera addresses this by deploying each agent within a Docker container, capturing network traffic and system logs
at the container level. This approach ensures that all activities attributable to a specific agent are comprehensively
recorded, faithfully representing the employee’s behavior in the OUS. Unlike existing ITD data sets, Chimera offers
fine-grained employee action tracking, which can be mapped to each employee action during the simulation. More
importantly, Chimera performs the LLM agent instrumentation, which lets the agent log all collaboration information,
as well as the tool call traces for further in-depth analysis. Note that traditional dataset collection approaches rely on a
finite set of pre-defined data sources, often failing to satisfy the in-distribution requirements of ITD tasks. In contrast,
Chimera is highly adaptable and can support all enterprise systems with the proper configuration. All required software
is deployed with the assistance of LLM agents, enabling broad applicability and minimal manual intervention.

4 ChimeraLog Dataset

4.1 Dataset Overview

To evaluate the effectiveness of the Chimera framework in simulating insider threats in realistic organizational settings,
we construct a new dataset, ChimeraLog, by deploying Chimera in three typical data-sensitive enterprise scenarios:
technology companies, financial corporations, and medical institutions. In each scenario, a cohort of 20 employee agents
is simulated continuously for one month. We choose a month-long period to allow complex collaborative workflows
that require more time than a few days, while keeping the overall simulation within practical time and cost constraints.
Nonetheless, Chimera remains fully configurable to support arbitrary durations. Across the three scenarios, the agents
enact 15 real-world insider attacks, encompassing both benign and malicious behaviors.

ChimeraLog is collected under three foundation models, including OpenAI GPT-4o, Google Gemini-2.0-Flash, and
DeepSeek V3. The dataset spans application-level logs, including login events, email communications, web browsing
history, and file operations, as well as system-level logs, capturing network traffic (in Packet Capture format Wikipedia
[2025] and considers multiple pathing Zhao et al. [2025]) and system logs (System Capture format Sysdig [2025]).

In total, ChimeraLog comprises approximately 2.0 billion application-level events, including 0.2 billion logons, 0.6
billion email records, 0.8 billion web histories, and 0.4 billion file operations, alongside 4.5 billion network packets and
18.2 billion system log entries, representing over 160 hours of agent activity. By contrast, widely used public datasets
like CERT and TWOS include only application-level logs and lack the system-level modalities and scale provided by
ChimeraLog.

4.2 Simulation Scenarios

For data-sensitive organizations, insider threat detection is critical, as internal information compromise has severe
consequences. We select three representative data-sensitive organization types, assigning a domain-specific task to each
for dataset collection:

• Technology companies are particularly susceptible to insider threats due to the rapid pace of innovation and
the intensive use of information technology Wright [2025]. Common insider attack patterns include intellectual
property (IP) theft (e.g., stealing source files) and IT sabotage (e.g., developers spam threat emails). In our simulation,
the organizational goal is to develop a game software, i.e., a third-person shooter game.

• Financial corporations are high-value targets due to their management of substantial assets, and insider threats can
result in significant financial losses Randazzo et al. [2004]. Typical insider scenarios include fraud or data exfiltration,
such as an analyst misusing credentials to steal proprietary trading algorithms, or a broker executing unauthorized
trades for personal gain. For this scenario, the corporation’s goal is to design a market-neutral statistical arbitrage
fund.

• Medical institutions manage sensitive patient information, making insider attacks especially damaging Metomic
[2025]. Typical attacks involve illicit access to electronic health records, selling protected health information,
or sabotaging medical systems. In our simulation, the institution was tasked with completing electronic health
record (EHR) collection and conducting seasonal influenza trend analysis.
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4.3 Insider Threats

Insider threats are highly diverse, exhibiting countless variations, as insiders possess significantly broader action spaces
compared to traditional vulnerability exploitation scenarios. In ChimeraLog, we adopt the unified categorization
framework proposed in previous work Homoliak et al. [2019], which synthesizes existing taxonomies using the
methodology of ‘who, what, where, when, why, and how’ (5W1H) Yang et al. [2011]. Given the complexity and scale
of contemporary insider threats, our goal is to capture as many attack types as possible to support comprehensive
simulation and evaluation.

To this end, we explore existing public databases that report real-world insider incidents, including the Data Broker
Database Privacy Rights Clearinghouse [2025], the U.S. Attorney’s Office United States Department of Justice [2025],
and the Federal Bureau of Investigation Federal Bureau of Investigation [2025]. In total, we incorporate 12 individual
attack types, along with three hybrid attacks that combine multiple attack patterns. All hybrid attack scenarios are
selected based on real-world cases documented by the U.S. Department of Justice (DOJ). A summary and detailed
description of each attack considered are provided in Table 2.

Table 2: Attacks considered in ChimeraLog. All the attacks are summarized from the existing 5W1H taxonomy Homo-
liak et al. [2019].

Attacker Role Goal Target Frequency Purpose

Traitor internal theft of intellectual property OS, Network, App recurrent financial

Traitor internal theft of intellectual property OS, Network, App single financial

Traitor internal theft of intellectual property App single financial

Traitor internal/external sabotage App single financial/personal

Traitor internal/external sabotage OS single financial/personal

Traitor internal/external sabotage OS single financial/personal

Masqueraders internal/external fraud App single financial

Masqueraders internal/external fraud Data recurrent financal/personal

Masqueraders internal/external theft of intellectual property OS, Network recurrent financial/political

Masqueraders internal/external theft of intellectual property OS, Network, App recurrent financial

Unintentional User internal data leak OS, Network single personal

Unintentional User internal theft of intellectual property App recurrent personal

Miscellaneous internal data exfiltration App recurrent financial

Miscellaneous internal data exfiltration OS, Network recurrent financial

Miscellaneous internal/external data exfiltration, system takeover App, Network, OS recurrent political

5 Evaluation

5.1 Overview

Based on ChimeraLog, we conduct a comprehensive evaluation to assess the dataset quality and the effectiveness of
existing ITD methods in detecting insider threats in ChimeraLog. Our evaluation consists of the following steps:

• Quality Evaluation. We conduct a human study with security experts to compare ChimeraLog against two established
insider threat datasets (i.e., CERT and TWOS) in terms of realism.

• ITD Evaluation. We benchmark four representative machine learning based ITD methods (SVM, CNN, GCN, and
DS-IID) using ChimeraLog. We further evaluate the cross-dataset generalization (e.g., training on the ChimeraLog
scenarios A vs. testing on ChimeraLog scenario B or CERT) to investigate how well models trained on one data
distribution can detect threats in another.

5.2 Evaluation Setup

Dataset. Our evaluation covers three datasets, including our constructed ChimeraLog, CERT insider threat dataset (v6.2),
and TWOS. For human study, we follow previous research Yang et al. [2022] and randomly sample 100 log entries
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from each dataset as the study subjects. For the ITD evaluation, for each dataset, we separate it into training, validation,
and test sets. To ensure fair evaluation and prevent overfitting, we set aside 10% of each dataset as a test set (never
seen during training). The remaining 90% is split into training (80%) and validation (20%) sets. We maintain the
original class proportions (normal vs. malicious instances) in all splits. For cross-dataset experiments, we similarly
use 10% of the target dataset as test data and train on the entirety of the source dataset’s training split. All datasets are
preprocessed to a common feature format so that the baseline models can be applied uniformly. In particular, we extract
user-day behavioral features following prior work Homoliak et al. [2019] for CERT and ChimeraLog, which includes
aggregating log characteristics for all the log events per user per day.

ITD Models. Four machine learning based ITD methods are considered in the evaluation. Specifically, SVM Janjua et al.
[2020] adopts a kernel-based binary classifier that separates normal and malicious user-day profiles using a Radial Basis
Function (RBF) kernel. It constructs a hyperplane in high-dimensional feature space to maximize the margin between
attack and non-attack instances. Temporal CNN Hong et al. [2022] adopts a convolutional architecture processing
fixed-length sequences of user behavior vectors for all days. Stacks convolutional layers with ReLU activations and
max-pooling to extract local temporal patterns, followed by fully connected layers for classification. GCN Hong
et al. [2022] applies graph convolutions to propagate node features across neighborhoods, followed by node-level
classification. Recent research Kotb et al. [2025] has also adopted deep learning based methods in detecting insider
threat log behaviors. We choose Deep Synthesis Insider Intrusion Detection (DS-IID) hkotb [2025], which combines
the LSTM-based model and the autoencoder to jointly learn the ability to reconstruct normal logs and the attack log
classification result. We follow the publicly available implementation Wayne-on-the-road [2025], hkotb [2025] to build
models and set parameters following the corresponding papers.

Foundation LLM and LLM Agent Frameworks. Chimera relies on LLMs as cognitive engines to simulate human-like
organizational behaviors and agentic operations. Importantly, Chimera is designed as a flexible multi-agent paradigm
for insider threat simulation. This flexibility allows it to be adapted to multiple LLM agent frameworks and foundation
models. In our experiments, we employ three models, including Google Gemini-2.0-Flash, OpenAI GPT-4o, and
DeepSeek V3.

We implement Chimera based on famous multi-agent frameworks Camel Li et al. [2023] and owl Hu et al. [2025]. The
multi-agent frameworks provide role-playing communicative architecture that supports multiple agents with individual
roles and coordinated interactions. Since the design of Chimera is based on these standardized multi-agent platforms,
migration to other agent frameworks such as AutoGen Wu et al. [2024] or custom MCP-enabled systems requires only
minimal engineering effort.

5.3 Evaluation Metrics.

For ITD baseline evaluation, to mitigate the effect of randomness introduced by the model training process and improve
the reliability of the results, we repeat all experiments five times and report the average results. We evaluate the
performance of ITD methods using three standard metrics: Precision, Recall, and F1-Score. Specifically, Precision
denotes the proportion of true attacks among all instances classified as attacks. Recall measures the proportion of actual
attacks that are correctly identified by the model. The F1-Score is the harmonic mean of Precision and Recall, providing
a balanced measure of the classifier’s effectiveness. A higher F1-score indicates stronger overall performance. We
define a True Positive (TP) as an attack log that is correctly labeled as an attack, while a False Positive (FP) refers to a
normal log that is incorrectly labeled as an attack. The formulas for each metric are summarized as follows:

Precision =
TP

TP + FP

Recall =
TP

TP + FN

F1-Score =
2× Precision×Recall

Precision+Recall

6 Evaluation Result

6.1 Quality of ChimeraLog Dataset

To better fit the real-world applications in deploying ITD methods, given the data-centric tasks’ essence, we aim to
assess the authenticity of the ChimeraLog against the existing CERT and TWOS datasets. We first conduct a human
expert study of the quality of ChimeraLog in terms of the realism and practicality of the dataset, then we conduct
quantitative analysis regarding the event frequency.
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Human Study. We aim to evaluate the realism and practical utility of our collected dataset, specifically examining
whether the logs accurately reflect real-world activities and how likely these scenarios are to occur in actual enterprise
environments. Given that ChimeraLog contains over 20 billion log entries, it is infeasible to manually inspect every
entry. To address this, we follow established research methodologies Yang et al. [2022], Neyman [1992] and apply
stratified sampling, selecting 100 log entries (e.g., exampled email collected in Figure 6) from each dataset (ChimeraLog,
CERT , and TWOS) for human assessment.

Our sampling strategy employs stratification across three dimensions (i.e., dataset, log modality, and behavior). For
each dataset, we maintain a fixed total of 100 sampled entries. To maximize interpretability for human experts, we
restrict our analysis to four application-level log modalities (i.e., Logon, Email, Web history, and File operations), while
excluding system call and network flow records, as these are not human-readable and would hinder consistent evaluation
within practical time constraints. Within each dataset, we also balance the sample to include an equal proportion of
benign and attack entries (i.e., 50 benign and 50 attack logs per dataset).

n
(c)
select = n(c) · N

(c)
m S

(c)
m∑

j∈M
N

(c)
j S

(c)
j

, m ∈M, c ∈ {B,A}.

Sample allocation follows Neyman allocation Neyman [1992] principles, whereby the number of selected entries
for each stratum is determined based on within-stratum variability. Specifically, M denotes the total number of log
modalities, N (c)

m represents the total number of logs in modality m for class c, and n(c) is the target sample size for
each class c ∈ {Benign,Attack}, which in our study is 50. Since the within-stratum standard deviation S

(c)
m is not

available a priori, we revert to proportional allocation based on stratum size, rounding n
(c)
select to the nearest integer for

each modality and class.

We invited five independent experts, each with at least five years of experience in security and artificial intelligence,
from esteemed universities and leading security companies. All of the experts possess deep familiarity with insider
threat scenarios within large corporations. Each expert individually evaluated the 100 sampled log snippets for each
dataset. The experts were presented with the same set of log entries, which were shuffled to prevent bias. For each
log entry, the experts rated its realism and practicality using a five-point Likert scale, drawing on their professional
expertise. The evaluation questions included prompts such as, "The timestamps and event frequency align with a
typical workday rhythm" and "Overall, I would be inclined to believe that this log segment was captured in a real
production environment." A rating of 1 indicated that the log content was not realistic, while a rating of 5 indicated
strong agreement that the log patterns closely reflected real-world activities.

We calculate the average ratings given to each of the questions in the dataset per participant, and present the results
in Figure 4. The x-axis distinguishes each dataset we used for evaluation, where we separate the three scenarios of
ChimeraLog into three rating candidates, and the y-axis shows the average ratings. The results presented in Figure 4
demonstrate that all three organizational scenarios simulated in ChimeraLog received expert recognition for their high
degree of realism, comparable to the real-world TWOS dataset. Specifically, the five participating experts awarded an
average realism score of 4.20 to ChimeraLog, which is only marginally lower than the 4.25 average score assigned to
TWOS. This suggests that experts perceive the logs in both datasets as highly natural and realistic. In contrast, the CERT
dataset received consistently low scores, with an average of 1.78, reflecting experts’ views that its logs lack realism.
The primary criticism was that CERT focuses primarily on system graph construction and populates logs with randomly
generated, semantically impoverished content. We quantify inter-rater agreement on the 5-point realism scale using
Krippendorff’s alpha Krippendorff [2004] (α) to demonstrate the consistency and significance of expert ratings. We
report both the point estimate and bootstrap 95% confidence intervals for α. Our analysis indicates high inter-rater
reliability, with α = 0.87, and the corresponding confidence interval supporting the robustness of these results. This
high level of agreement demonstrates that expert ratings are highly consistent, thereby confirming the reliability of the
evaluation.

As illustrated by the example email in Figure 6, Chimera produces comprehensive and logically consistent content,
clearly surpassing both TWOS and especially CERT in semantic richness and naturalness, which are consistent
with expert feedback. While the CERT dataset is widely used in research, it consists mostly of meaningless word
combinations that fail to convey any real semantics or actionable information. Although the TWOS dataset logs
are sourced from actual human communications, privacy concerns and practical limitations necessitate masking key
information, resulting in brief and often incomplete exchanges.

Quantitative Analysis. We further conduct a quantitative analysis of the three datasets, focusing on the realism of
benign activities and the richness of attack-related activities. As shown in Figure 5, the TWOS dataset, although
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Figure 4: Results of realism study by human experts. The y-axis corresponds to the average ratings (1 refers to very
unrealistic; 5 refers to very realistic). The x-axis represents each dataset.

collected from real human participants, is derived from a competition setting. This leads to activity patterns that span
the full 24-hour day, which do not realistically reflect typical working hours in real-world companies. While this dataset
offers a variety of actions, identifying threats within it requires more detailed action modeling and semantic context. In
contrast, the CERT dataset is specifically designed to replicate user activity patterns. Although its log content lacks
meaningful semantic information, the overall activity patterns appear normal in comparison to real-world settings.

Findings 1: ChimeraLog demonstrates similar authenticity comparable to the real-world TWOS dataset, which is a
significant improvement over CERT , whose logs lack meaningful semantic content. At the same time, ChimeraLog
retains the advantages of CERT in terms of realistic activity patterns, which are not present in TWOS. This
combination highlights the practical potential of ChimeraLog for use in the ITD domain.

6.2 Effecitvness of Existing ITD in ChimeraLog

Table 3: Evaluation results of ITD models in different scenarios of Chimera and CERT dataset. The best (worst) results
on each dataset are highlighted with a green (pink) background.

Baseline

Dataset Chimera-Tech Chimera-Finance Chimera-Medical CERT

Acc Pre Recall F1 Acc Pre Recall F1 Acc Pre Recall F1 Acc Pre Recall F1

SVM 0.751 0.679 0.823 0.744 0.749 0.753 0.639 0.691 0.755 0.743 0.692 0.717 0.873 0.884 0.931 0.907

CNN 0.864 0.890 0.739 0.808 0.794 0.740 0.891 0.809 0.851 0.858 0.780 0.817 0.923 0.891 0.959 0.924

GCN 0.697 0.674 0.727 0.699 0.755 0.669 0.749 0.707 0.669 0.671 0.736 0.702 0.913 0.927 0.943 0.935

DS-IID 0.826 0.727 0.949 0.823 0.783 0.781 0.792 0.786 0.904 0.857 0.784 0.819 0.971 0.960 0.950 0.955

We evaluate the effectiveness of existing log-based anomaly detection (LAD) methods on our Chimera-generated
dataset. The average performance of each method is summarized in Table 3. Overall, existing ITD methods can identify
most insider threats, but their performance varies substantially. While they achieve strong results on the CERT dataset,
their performance fluctuates by as much as 20% on ChimeraLog, highlighting the increased complexity and challenge
presented by our dataset compared to the purely simulated CERT logs. Notably, Chimera-Finance emerges as the most
challenging scenario, suggesting that internal threat behaviors within financial institutions are more deeply concealed
than in other contexts. This finding underscores the urgent need for the development of more robust ITD methods
tailored to real-world environments.
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(a) Daily benign employee activity of ChimeraLog.

(b) Daily benign employee activity of TWOS.

(c) Daily benign employee activity of CERT .
Figure 5: Comparison of benign employee activities among the ITD datasets.
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Re: Follow-up: Compliance Technology Solutions Implementation Timeline
Gabriel,
Understood. Here’s the updated timeline and details for the compliance technology solutions 
implementation:

Potential Roadblocks & Mitigation:

Data Integration Complexity: Integrating with various data sources (trading platforms, 
market data providers, KYC/AML databases) can be complex. We're mitigating this by using 
standardized data formats and APIs where possible. We've also allocated extra time for 
troubleshooting and data mapping.

Scalability Challenges: Ensuring the system can handle increasing data volumes and 
transaction rates requires careful planning and optimization. We are using cloud-based 
infrastructure that allows us to easily scale resources as needed. We're also implementing 
caching mechanisms and database optimizations to improve performance

Please let me know if you have any specific questions or require further clarification on any of these 
points.

Regards,
Sofia Patel
DevOps Engineer

Now Sylvia, the object of Aminta's desire, arrives on the scene with her posse of hunters to 
mock the god of love. The piano arrangement was composed in 1876 and the orchestral suite 
was done in 1880. As writer Arnold Haskell said, "... he accepts the challenge in Sylvia of 
coping with period music without descending to pastiche; and never once does the movement 
he provides strike us as modern or as 'old world'". 
Sylvia now grieves over Aminta
cherishing the arrow pulled from her breast nostalgically.

Dear Team YUVPW30NCW,

Your Wild card period is scheduled on Tuesday (4DURNKVFWJ March 
LGDC69866G) from CCW408AWYY:OZ5MJQTQ3P am to 
EMB95KRPM2:8RZT3BP0U9 am.

Username: User14
Password: 35NIFI54FK

These credentials will be valid only between CCW408AWYY:OZ5MJQTQ3P am 
to EMB95KRPM2:8RZT3BP0U9 am. Only 71J871LWL3 team member will 
have access to the machine. It is possible to swap between members. But only 
one member can login at one time.

USE THE 59QKJUEJ3N MINS WELL !!!!! !
Technical StaffChimera Dataset TWOS Dataset

CERT Dataset

Figure 6: Example of the email communication data in three datasets.

Furthermore, we also examine how well existing ITD methods generalize when faced with distributional shifts. To this
end, we train ITD models on one dataset (e.g., Chimera-Tech) and evaluate them on another (e.g., CERT). The detailed
results are presented in Table 4.

The findings are compelling. The first conclusion is that the distribution shift substantially undermines model perfor-
mance. For instance, in the DS-IID evaluation, the F1-score drops by 49.1% when comparing performance from the
in-distribution scenario (on CERT) to the out-of-distribution scenario (Chimera-Finance). This dramatic performance
decline underscores the critical need to develop methods that are robust to distribution shifts within the ITD domain.
Comparing datasets further highlights that models trained on CERT exhibit poor generalization to ChimeraLog, which
typically results in 100% false positive rates, thereby underscoring the limitations of systems trained solely on synthetic
data when deployed in realistic settings.

Findings 2: ChimeraLog is more challenging for ITD models compared with CERT , and models trained on the
ChimeraLog demonstrate better generalization. While ITD methods are effective in detecting insider threats, all
methods experience significant performance declines when faced with distribution shifts.

Table 4: Cross-Domain Evaluation of ITD models in Chimera.

Train Dataset Test Dataset
SVM CNN GCN DS-IID

Acc Pre Recall F1 Acc Pre Recall F1 Acc Pre Recall F1 Acc Pre Recall F1

Chimera-Tech
Chimera-Finance 0.700 0.550 0.600 0.574↓0.170 0.700 0.550 0.600 0.574↓0.234 0.755 0.627 0.772 0.692↓0.008 0.821 0.850 0.757 0.801↓0.023

Chimera-Medical 0.688 0.500 0.500 0.500↓0.244 0.688 0.500 0.500 0.500↓0.308 0.771 0.251 0.609 0.356↓0.344 0.816 0.851 0.752 0.798↓0.025

CERT 0.354 0.880 0.500 0.638↓0.106 0.357 0.926 0.317 0.472↓0.335 0.298 0.617 0.251 0.357↓0.343 0.811 0.850 0.761 0.803↓0.020

Chimera-Finance
Chimera-Tech 0.700 0.650 0.700 0.674↓0.017 0.700 0.650 0.800 0.717↓0.091 0.699 0.457 0.531 0.491↓0.216 0.822 0.850 0.658 0.742↓0.045

Chimera-Medical 0.667 0.500 0.500 0.500↓0.191 0.667 0.500 0.667 0.571↓0.237 0.880 0.698 0.705 0.702↓0.006 0.831 0.850 0.768 0.776↓0.010

CERT 0.388 0.933 0.357 0.516↓0.175 0.386 0.933 0.355 0.515↓0.294 0.340 0.693 0.302 0.421↓0.286 0.804 0.850 0.653 0.739↓0.048

Chimera-Medical
Chimera-Tech 0.500 0.250 0.250 0.250↓0.467 0.563 0.250 0.250 0.250↓0.567 0.820 0.667 0.704 0.685↓0.017 0.827 0.850 0.763 0.804↓0.015

Chimera-Finance 0.583 0.250 0.330 0.284↓0.432 0.583 0.250 0.333 0.286↓0.531 0.859 0.678 0.735 0.701↓0.001 0.817 0.850 0.763 0.804↓0.015

CERT 0.303 0.944 0.243 0.387↓0.330 0.293 0.950 0.229 0.370↓0.448 0.264 0.724 0.204 0.319↓0.383 0.813 0.851 0.652 0.738↓0.081

CERT
Chimera-Tech 0.300 0.300 1.000 0.462↓0.445 0.300 0.300 1.000 0.462↓0.462 0.300 0.300 1.000 0.462↓0.473 0.341 0.354 0.705 0.471↓0.484

Chimera-Finance 0.300 0.300 1.000 0.462↓0.445 0.300 0.300 1.000 0.462↓0.462 0.300 0.300 1.000 0.462↓0.473 0.330 0.342 0.720 0.464↓0.491

Chimera-Medical 0.300 0.300 1.000 0.462↓0.445 0.300 0.300 1.000 0.462↓0.462 0.300 0.300 1.000 0.462↓0.472 0.330 0.340 0.750 0.468↓0.487

6.3 Performance under Different Foundation Models

We further investigate how different foundation models affect the effectiveness of Chimera. Concretely, we employ
three models, including Gemini, GPT, and DeepSeek, to simulate a technology company and collect logs. Then, we
quantify the quality of collected logs.

Table 5 summarizes the statistical information of the dataset collected from different foundation models. Despite
receiving the same prompt inputs, the simulation behaviors varied across foundation models. Notably, DeepSeek-
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operated agents frequently extend work activities late into the night, sometimes until midnight, for tasks such as iterative
document refinement. This divergence appears to result from non-terminating logical loops, as agents attempt to
converge on content without bifocal agreement, despite prompt-provided constraints. Such behavior is not observed in
simulations with OpenAI or Gemini.

Figure 7 illustrates the distribution of activities over different foundation models. OpenAI’s foundation model facilitates
the most diverse and communicative log outputs, producing higher volumes of events and richer insider interactions
compared to Gemini and DeepSeek. In terms of task execution, Chimera performs well on atomized, agent-specific
tasks, such as searching for API references or emailing colleagues, achieving nearly a 100% success rate. Among
the three, Gemini exhibits the highest failure rate on initial attempts, with 22.5% of atomized tasks unresolved on the
first try. Error analysis reveals that approximately 85% of failures are due to incorrect tool usage (e.g., misformatted
parameters or hallucinated function calls like browser_tool or search_google). Additional operational issues included
API rate limits and occasional foundation model timeout errors.

Table 5: Average statistics of simulated dataset from different foundation models.

Model Daily Start Daily End Event Insider Communication Task Failure Rate Attack Step

OpenAI 7:41 AM 19:48 PM 6627 2829 985 30

Gemini 6:58 AM 19:01 PM 4522 349 1017 25

DeepSeek 7:43 AM 22:47 PM 4735 390 872 26

To investigate the usability of datasets generated by Chimera with different foundation models, we use them to build
machine learning based ITD models and evaluate their effectiveness. Results shown in Table 6 indicate that logs from
all three foundation models are effective for training detection models, yielding performance consistent with our prior
evaluation findings.

Table 6: Evaluation results of ITD models in the dataset collected from different foundation models.

Baseline

Dataset ChimeraLog-OpenAI ChimeraLog-Gemini ChimeraLog-DeepSeek CERT

Acc Pre Recall F1 Acc Pre Recall F1 Acc Pre Recall F1 Acc Pre Recall F1

SVM 0.758 0.68 0.831 0.748 0.792 0.647 0.781 0.708 0.798 0.724 0.85 0.782 0.916 0.890 0.937 0.913

CNN 0.859 0.889 0.748 0.812 0.813 0.864 0.735 0.794 0.825 0.893 0.766 0.825 0.921 0.900 0.937 0.918

GCN 0.693 0.669 0.735 0.700 0.731 0.709 0.755 0.731 0.736 0.704 0.75 0.726 0.918 0.894 0.937 0.915

DS-IID 0.834 0.732 0.948 0.826 0.801 0.724 0.902 0.803 0.863 0.695 0.948 0.802 0.973 0.790 0.860 0.824

Findings 3: The choice of deployed foundation model affects the quality of generated data by Chimera, where
GPT-4o serves as the best model. It is a trade-off to consider the data quality and budget.

7 Discussion

7.1 Implications

Based on our evaluation results and findings, we identify several key implications that could serve as promising guidance
for future research.

• Promising usage of multi-agents. Many works Li et al. [2023], Wu et al. [2023] employ LLM-based multi-agents to
solve concrete tasks, such as software development Hong et al. [2023]. In addition, one great use of multi-agents
should be simulating scenarios and constructing datasets that are difficult to collect manually, similar to Chimera.

• Distribution shift matters. Distribution shifts have a significant impact on the effectiveness of ITD methods. As
such, users of ITD systems must carefully consider the effects of distribution shifts and ensure timely maintenance of
ITD models when such shifts are likely to occur. Furthermore, there is an urgent need to develop new ITD methods
that are both robust and effective in detecting challenging insider threat behaviors.

• Towards fully automation with advanced framework The success of Chimera stems from LLM capabilities,
yet it still falls short of realistic and intelligent simulation. Building threat environments and attack workflows
remains manual. We urgently need advanced LLM-powered automation, such as threat-environment generation,
personality-aware agent simulation, and autonomous penetration testing, to reduce manual work and enable smarter,
scalable simulations.
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(a) Daily benign employee activity based on OpenAI.

(b) Daily benign employee activity based on Gemini.

(c) Daily benign employee activity based on DeepSeek.

Figure 7: Comparison of benign employee activities produced by Chimera with different foundation models.
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7.2 Threat to Validity

The insider threats are the implementations of models and baselines. During our evaluation, we unify the result-reporting
logic of existing baselines to ensure fair baseline comparison. We prioritize using publicly available implementations
for the baselines. Another concern comes from the generation of the organization profiles from Chimera might not be
realistic. To mitigate this concern, human experts are involved to ensure that ChimeraLog consists of the proper data.

The external threats come from the considered internal attacks, ITD methods, and the base LLM used in Chimera. Due
to the complexity and huge search space, we cannot cover them all. In addressing this, we follow existing research in
attack taxonomy and collect 15 of the most representative attacks, which include 12 summarized orthogonality identical
insider threats as well as three hybrid attacks that come from famous real-world threat breaches. Moreover, the current
version of ChimeraLog supports only three scenarios. We only choose the most severe and common data-sensitive
scenarios for collection and make the Chimera highly configurable for convenient future extension. For the concern of
the base LLM used in Chimera, we also implement a highly configurable and adaptable component to support other
foundation models and agent frameworks.

7.3 Future Work

• Hierarchical enterprise structures: We plan to extend Chimera to simulate complex organizations (e.g. departments,
branches, subsidiaries) with cross-team interactions. It includes cross-organizational cooperation, which is more
realistic for real-world scenarios. Besides, the cross-organization scenarios will also introduce more attack surfaces
for the internal attackers.

• Human-in-the-loop simulations: Future versions of Chimera will support incorporating feedback from security
experts and let users participate in the company as attackers. For example, humans might review generated activity
sequences or refine agent goals, enabling the system to self-correct and produce more nuanced behavior.

• Longer timelines: Building on recommendations from the literature, we will scale up simulations to cover months or
years. This will capture evolving behavior trends (such as user churn, seasonal workloads, or progressive breaches)
and test models against concept drift. Longer logs will help ensure that detection methods remain effective over time.

7.4 Ethics and Societal Impact

• Scope of insider threat Chimera is explicitly designed to simulate insider threats within an enterprise security
context (e.g. intellectual-property theft, sabotage, or unauthorized access). For the hybrid attacks we considered, our
focus is solely on malicious insiders seeking personal or corporate gain within organizational boundaries. We do not
take a side on the whistleblowers and politically motivated disclosures, but only study the abnormal activities from
the perspective of the organization.

• Privacy and legality: All data in ChimeraLog are synthetic (e.g., user employee names and IP). No personal
information from the real world is used. This avoids privacy, legal, or ethical issues that arise. We aim to simulate the
result to be as realistic and match the provided configuration settings as closely as possible. We do not ensure that the
configuration generated by the LLM model does not leak personal data Chu et al. [2024]. So we adopt the slight
vocabulary mutation of the generated result to circumvent the usage of the leaked data. We ensure that generated logs
contain no actual personal identifiers or confidential information.

8 Conclusion

In this paper, we introduced a multi-agent-based framework Chimera, which is designed for simulating internal corporate
activities in enterprise environments. Based on Chimera, we constructed a new dataset ChimeraLog that contains
diverse internal operation logs to support evaluating insider threat detection methods. Human studies demonstrated
that ChimeraLog is as realistic as real-world insider threat datasets. Experiments on four ITD methods showed that
ChimeraLog is more challenging than existing datasets, and distribution shifts posed significant concerns for ITD
methods. Based on these findings, we summarized several implications from different perspectives. We believe this
work can, to some extent, facilitate future research in enhancing enterprise security.
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