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The Kirchhoff-Law-Johnson-Noise (KLJN) secure key exchange scheme leverages statistical 
physics to enable secure communication with zero average power flow in a wired channel. While 
the original KLJN scheme requires significant power for operation, a recent wireless modification, 
TherMod, proposed by Basar claims a “low power” implementation. This paper critically examines 
this claim. We explain that the additional components inherent in Basar’s wireless adaptation 
substantially increase power consumption, rendering the “low power” assertion inappropriate. 
Furthermore, we clarify that the security claims of the original KLJN scheme do not directly 
translate to this wireless adaptation, implying significant security breach. Finally, the scheme looks 
identical one of the stealth communicators from 2005, which was shown not to be secure. 
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1.    Introduction 

The Kirchhoff-Law-Johnson-Noise (KLJN) secure key exchange scheme, introduced by 
Kish in 2005 [1-3], represents a novel approach to secure communication by exploiting the 
principles of statistical physics [1-66]. Unlike traditional cryptographic methods that rely 
on computational complexity, KLJN uses thermal noise generated by resistors to establish 
a secure key exchange over a wired channel with zero average power flow in the 
information channel. The core of the KLJN scheme, illustrated in Fig. 1, consists of 
resistors, switches, and noise generators that create an unconditionally secure system [67] 
primarily based on the 2nd law of thermodynamics. 

Recently, Basar proposed a wireless modification of the KLJN scheme, referred to as 
the TherMod scheme [4], claiming it achieves “low power” communication. This claim 
has significant implications for applications where energy efficiency is critical, such as IoT 
devices and wireless sensor networks. However, the practical realization of the KLJN 
system introduces complexities that challenge the validity of the “low power” assertion, 
which the wireless expansion further enhances. This paper critically evaluates Basar’s 
claim, analyzing the power consumption of both the original KLJN scheme and its wireless 
adaptation. Additionally, we investigate whether the security guarantees of the wired KLJN 
scheme are upheld in the wireless context, identifying “killer” vulnerabilities, because it 
has been well known that the KLJN scheme can offer security only in the no-wave limit 
(quasi static limit) [5-7]. Furthermore, the scheme in [4] is itself essentially unsecure 
because Alice and Bob do not form parallel resistor pairs to manifest a secure key 
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exchange. The Basar scheme looks like one of the stealth communicators from 2005, which 
were shown not to be secure [8]. 

 

Fig. 1. The core of the KLJN scheme [1-3]. Communicating parties Alice and Bob are connected via a wire. The 
wire voltage and current are denoted as Uw(t) and Iw(t), respectively. Alice and Bob have identical pairs of resistors 
RH and RL (RH > RL) that are randomly selected and connected to the wire at the beginning of the bit exchange 
period. The statistically independent thermal noise voltages UH,A(t), UL,A(t), UH,B(t), and UL,B(t) represent the noise 
voltages of the resistors RH and RL of Alice and Bob, respectively. 

 

2.    Background and Methodology 

2.1.    The KLJN Scheme 

The KLJN scheme operates by leveraging Johnson-Nyquist noise, which arises from the 
thermal agitation of charge carriers in resistors. In the KLJN setup, the two communicating 
parties (Alice and Bob) each randomly select one of two resistors (RH or RL) and connect 
them to the shared wire. The thermal noise generated by these resistors is measured as 
voltage and current fluctuations across the channel. By comparing the noise characteristics, 
Alice and Bob establish a shared secret key. The security of the scheme relies on the 
indistinguishability of the noise profiles to an eavesdropper (Eve), ensuring unconditional 
security [1]. 

The power efficiency of the KLJN scheme is often highlighted due to the zero average 
power flow in the information channel. However, this does not account for the power 
consumed by absolutely necessary auxiliary components, such as random number 
generators, switches, and measurement devices. 

2.2.    Basar’s Wireless Adaptation (TherMod) 

Basar’s TherMod scheme [4] is trying adapt the KLJN principles to a wireless medium, as 
depicted in Fig. 2. This modification replaces the wired channel with a wireless link, using 
antennas to transmit and receive noise signals. The TherMod scheme aims to retain the 
security and power efficiency of the original KLJN system while enabling wireless 
communication. Basar claims that this adaptation achieves “low power” operation, making 
it suitable for energy-constrained applications. This mistake is probably due to error of 
neglecting the power requirements of the devices that run the KLJN system. This power is 
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significant, particularly if one compares it with the very slow data transport of the KLJN 
scheme that involves amplification and statistical signal processing to extract just a single 
exchanged bit.  

 

Fig. 2. The core of the proposed TherMod scheme, illustrating the wireless transmission of thermal noise signals 
using antennas and additional signal processing components [4]. 

2.3.    Methodology 

To evaluate Basar’s claim, we analyze the power consumption of both the KLJN and 
TherMod schemes. We consider the energy requirements of all components, including 
those not directly involved in the information channel. For the TherMod scheme, we 
examine the additional components introduced by the wireless medium, such as amplifiers 
and signal processing units. We also assess the security implications of the wireless 
adaptation by identifying potential vulnerabilities not present in the wired KLJN scheme. 

3.    Analysis and Refutation of the “Low Power” Claim 

3.1.    Power Consumption in the KLJN Scheme 

While the KLJN scheme achieves zero average power flow in the information channel, this 
metric does not apply when assessing the system’s overall energy efficiency. The KLJN 
setup requires several power-consuming components: 

● Random Number Generators: These produce the noise signals necessary for key 
exchange, consuming significant energy to ensure high entropy. 

● Switches: These alternate between resistor values (RH or RL), requiring power for 
actuation and control. 

● Measurement Devices: These amplify voltage and current fluctuations, 
necessitating sensitive electronics with non-negligible power demands. 

● Statistical evaluation of the mean-square voltages and differentiation between secure 
and non-secure levels. 

 



4     C. Chamon 
 

These components operate continuously during key exchange, resulting in substantial 
power consumption despite the zero net energy transfer in the channel and thus 
undermining any claims of inherent energy efficiency. 

3.2.    Power Consumption in the TherMod Scheme 

Basar’s TherMod scheme introduces additional components to enable wireless 
communication, further increasing power consumption. Key differences include: 

● Signal Amplification: Wireless transmission requires amplifiers to boost the noise 
signals to levels suitable for propagation over a wireless medium. These amplifiers 
consume significant power, especially in environments with high noise or 
interference. 

● Sophisticated Measurement Techniques: The wireless medium introduces signal 
degradation due to path loss, fading, and interference. To accurately measure noise 
characteristics, the TherMod scheme requires advanced signal processing and error 
correction, both of which are power-intensive. 

● Antenna Systems: The use of antennas for transmission and reception adds to the 
energy budget, particularly for maintaining signal integrity over varying distances. 

Our analysis indicates that the power consumption of the TherMod scheme is 
substantially higher than that of the wired KLJN scheme. For example, a typical RF 
amplifier used in wireless communication can consume significantly more power than 
wired measurement circuits. This discrepancy directly contradicts Basar’s “low power” 
claim. 

3.3.    Quantitative Comparison 

To quantify the power difference, consider a simplified model. In the KLJN scheme, 
assume the auxiliary components (random number generators, switches, and measurement 
devices) consume PKLJN during operation, where PKLJN denotes the power consumed by the 
KLJN scheme. In the TherMod scheme, the addition of an RF amplifier and advanced 
signal processing increases the total power consumption to PTherMod = PKLJN + Pamp + Pproc, 
where PTherMod denotes the total power consumed by the TherMod scheme, Pamp denotes 
the power consumed by the RF amplification, and Pproc denotes the power consumed by 
the advanced signal processing. This represents a significant increase, rendering the “low 
power” label inaccurate. 

4.    Security Considerations 

4.1.    On “Low Power” 

The security of the original KLJN scheme relies on the physical properties of thermal noise 
and the wired channel’s controlled environment. An eavesdropper attempting to intercept 
the key must distinguish between noise profiles generated by different resistor 
combinations, and this is impossible [2]. 

In the wireless TherMod scheme, the security landscape changes significantly: 
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● Environmental Noise: The wireless medium is susceptible to external noise and 

interference, which can mask or alter the thermal noise signals, potentially 
compromising the indistinguishability of noise profiles. 

● Signal Interception: Wireless signals are inherently broadcast, making it easier for 
an eavesdropper to capture the transmitted noise without physical access to the 
channel. 

● Amplification Artifacts: The amplification process may introduce artifacts that an 
eavesdropper could exploit to infer information about the resistor states. 

These vulnerabilities suggest that the unconditional security of the wired KLJN scheme 
does not directly translate to the TherMod scheme. Further research is needed to quantify 
these risks and develop mitigation strategies. 

4.2.    KLJN Security Limitations 

The security of the original KLJN scheme relies on the physical properties of thermal noise 
and the wired channel’s controlled, quasi-static environment. In this regime, often referred 
to as the no-wave limit, an eavesdropper (Eve) attempting to intercept the key must 
distinguish between noise profiles generated by different resistor combinations. For the 01 
and 10 bit configurations, where Alice and Bob select different resistors (RH and RL), the 
noise variances are identical, rendering it impossible for Eve to determine the specific bit 
assignments, thus providing unconditional security. However, if Eve knows 50% of the 
bits, her 75% correct-guessing probability implies substantial information leakage, 
reducing the effective secrecy capacity of the KLJN scheme. For a 256-bit key, Eve could 
correctly guess approximately 192 bits, leaving only 64 bits uncertain, significantly 
weakening security for general communication. Basar’s claim that “it would be still 
difficult to decrypt messages with 50% compromised bits for long enough keys, such as 
256-bit keys” [4] is misleading, as the 75% per-bit accuracy facilitates cryptographic 
attacks unless non-secure bits are discarded through specific protocols, which Basar does 
not detail. 

4.3.    Basar’s Non-Novel BEP Claims 

Basar’s security claims for KLJN are further undermined by his reliance on a bit-error 
probability (BEP) framework that lacks novelty when compared to the earlier work of Saez 
[9]. Saez quantifies the bit error rate (BER) for Alice and Bob in the KLJN scheme, 
demonstrating that the error probability in key exchange decreases exponentially with the 
number of samples, achieving a BER of 10-6 with sufficient sampling. This work focuses 
on the reliability of bit exchange between the legitimate parties, not on cryptographic 
security against an eavesdropper. Basar’s BEP analysis, which introduces novel detectors 
(ND-I and ND-II) to reduce errors through joint voltage and current measurements [4], 
treads similar ground, presenting improvements in error rates as a significant contribution. 
However, Saez’s earlier demonstration of low BER in KLJN key exchange [9] indicates 
that Basar’s framework is not a new advancement but rather a reiteration of established 
results. Crucially, neither Saez’s nor Basar’s BEP analyses address the fundamental 
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security flaw of the 75% eavesdropper guessing probability in the non-secure 00 and 11 
cases. Basar’s assertion of “unconditional security” for the 01/10 cases [4] is technically 
accurate but overstated, as it fails to mitigate the information leakage in 50% of the 
exchanges or propose protocols to exclude non-secure bits, rendering the security claim 
incomplete and vulnerable to the same limitations identified by Saez. 

4.4.    Privacy Amplification and Power Costs 

To mitigate the 75% guessing probability, privacy amplification (PA) can be applied, but 
it introduces significant trade-offs ignored by Basar [10]. For a correct-guessing probability 
of 75%, four PA iterations (k = 4) are required to reduce Eve’s guessing probability to 
approximately 0.5, ensuring negligible information leakage (e.g., 10-8 bits per exchange) 
[10]. However, each iteration halves the key length, resulting in a slowdown factor of 24 = 
16, as the final key requires 16 times more raw bits [10]. This process also involves 
discarding non-secure bits (i.e., 00 and 11 cases), necessitating additional key exchange 
cycles. Both the slowdown and discarded bits increase power dissipation, as more cycles 
demand sustained operation of power-intensive components like random number 
generators and measurement devices (see Section 3.1). For example, if the KLJN scheme 
consumes PKLJN per cycle (Section 3.3), a 16-fold increase in cycles could escalate power 
consumption to 16PKLJN, further contradicting Basar’s “low power” claim [4]. Basar’s 
failure to acknowledge these PA-induced costs, critical for achieving security in KLJN at 
a 75% correct-guessing probability, underscores the misleading nature of his security and 
power efficiency assertions. 

4.5.    TherMod’s Insecurity 

In the wireless TherMod scheme, the security landscape deteriorates significantly due to 
its departure from the no-wave limit, a critical requirement for security in the KLJN scheme 
[7, 8]. The wireless medium introduces wave reflections, interference, and delays beyond 
the autocorrelation time of the thermal noise, which eliminate the indistinguishability of 
noise profiles essential for security. These effects allow an eavesdropper to exploit signal 
variations caused by environmental factors, such as multipath propagation or external 
noise, to infer resistor states. Moreover, TherMod’s unidirectional nature, where a single 
transmitter modulates noise variance, lacks the parallel resistor configuration of KLJN that 
enables secure key exchange through ambiguity in the 01/10 cases. Instead, TherMod 
resembles the wireless stealth communicator proposed by Kish in 2005 [8], which was 
shown to be insecure due to detectable modulations in the noise spectrum or reflections 
that an eavesdropper could exploit. 

Basar’s claim of “stealth communication” for TherMod is particularly misleading, as it 
lacks the eavesdropper detection mechanisms central to Kish’s original stealth 
communication framework, such as reflection-based detection in thermal equilibrium [8]. 
In Kish’s stealth communicator, the wireless version was vulnerable because modulated 
noise signals could be intercepted and analyzed without disturbing the channel, a flaw that 
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persists in TherMod. For example, an eavesdropper measuring the transmitted noise 
variance in TherMod could distinguish between resistor states (RL or RH) with high 
probability, especially with large resistance ratios (α = RH/RL) and sufficient samples, as 
Basar’s own BEP analysis suggests. Unlike KLJN, where the 01/10 ambiguity provides 
partial security, TherMod offers no such protection, making it inherently insecure. The 
similarity to Kish’s insecure stealth communicator, combined with the violation of the no-
wave limit, constitutes a “killer” vulnerability that invalidates Basar’s security claims for 
TherMod. 

4.6.    Additional Vulnerabilities 

Additional vulnerabilities in TherMod exacerbate these concerns. The wireless medium is 
susceptible to environmental noise and interference, which can mask or alter the thermal 
noise signals, potentially compromising the indistinguishability of noise profiles. Wireless 
signals are inherently broadcast, making it easier for an eavesdropper to capture the 
transmitted noise without physical access to the channel. Furthermore, the amplification 
process required for wireless transmission may introduce artifacts that an eavesdropper 
could exploit to infer information about the resistor states. These vulnerabilities suggest 
that the unconditional security of the wired KLJN scheme does not translate to the 
TherMod scheme, and Basar’s failure to quantify these risks or propose mitigation 
strategies further undermines the credibility of his security assertions. 

In summary, Basar’s security claims for both KLJN and TherMod are fundamentally 
flawed. For KLJN, the 75% eavesdropper guessing probability highlights significant 
information leakage, unaddressed by Basar’s BEP-focused detectors (which merely echo 
Saez’s earlier BER results without advancing security) or vague claims about decryption 
difficulty. For TherMod, the violation of the no-wave limit and its resemblance to Kish’s 
insecure stealth communicator eliminate any security guarantees, rendering the “stealth” 
claim inappropriate. These findings reinforce the need for rigorous security analyses in 
KLJN-based schemes and highlight the challenges of extending physical-layer security to 
wireless environments. 

5.    Conclusion 

The Kirchhoff-Law-Johnson-Noise (KLJN) secure key exchange scheme offers an 
innovative approach to secure communication by leveraging thermal noise. However, 
claims of “low power” operation, particularly in Basar’s wireless TherMod adaptation, are 
misleading. Our analysis demonstrates that the TherMod scheme’s additional components, 
such as amplifiers and advanced signal processing units, significantly increase power 
consumption compared to the wired KLJN scheme. Furthermore, the security guarantees 
of the original KLJN system are not assured in the wireless context due to environmental 
noise, signal interception risks, and amplification artifacts. 

These findings highlight the challenges of achieving low-power, secure communication 
in wireless environments using KLJN-based schemes. Researchers and practitioners should 
approach such claims with skepticism and prioritize comprehensive power and security 
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analyses in future proposals. While the KLJN scheme remains a promising concept, its 
practical implementation, requires careful consideration of energy and security trade-offs. 
Finally, security in the KLJN scheme exists only in the no-wave limit. Any waves 
reflections, interference, delays beyond the autocorrelation time eliminate the security. The 
scheme in [4] is rather imitating the “stealth” thermal noise communicator of Kish [8] 
which has wireless version, too, and was shown not to be secure. 
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